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EXECUTIVE SUMMARY

Third-party relationships are growing in importance for all types of organizations in all industries. Helping to assess the risks and the controls associated with an organization’s relationships with third parties—service providers, distributors, partners, and others—would seem to be a natural role for an internal audit department.

In view of this emerging risk, The Institute of Internal Auditors Research Foundation (IIARF) and Crowe Horwath LLP conducted a study to assess the level of involvement of internal audit in assessing third-party relationships. One goal of the study was to identify the approaches and tools used by organizations and internal audit departments in relation to third-party risk.

A major component of this study was a cross-industry survey of 164 chief audit executives (CAEs) predominantly at organizations in North America. The survey was supplemented by additional research and individual interviews with a number of CAEs.

One overarching conclusion to be drawn from the study is that many large organizations are concerned about their vulnerability to third-party risk. And, despite what would seem to be an obvious role for internal audit in assessing risks and controls associated with third-party relationships, a surprisingly large number of organizations report limited use of internal audit resources in this effort.

The study revealed that more than 65% of the internal audit executives who responded to the survey described their organizations’ reliance on third parties as either “significant” or “extensive.” An overwhelming majority (82%) said they devote less than 20% of their internal audit resources to assessing third-party risks.

This relative lack of internal audit involvement does not necessarily reflect a lack of concern. More than three-quarters (78%) of the CAE respondents said they had either “some concern” or “high concern” about difficulties with monitoring third parties’ risk management practices.

It could be argued that the vulnerabilities the survey revealed are due in large measure to an underlying issue that the survey also addressed: the lack of consensus in the business community about who has clear ownership of third-party risk. When the respondents were asked who has the primary day-to-day responsibility for evaluating and overseeing third-party risk in their organizations, the answers varied widely.

As follow-up interviews with CAEs indicated, the internal audit function must consider expanding its role in assessing third-party risks and controls. With such relationships growing more common—and more complex—third-party risk is clearly a critical factor for all enterprises.
1. INTRODUCTION

Internal auditors are charged with helping their organizations evaluate their capabilities and internal controls. Executives today are demanding more from the internal audit function than ever before in the way of risk identification, assurance, performance improvement ideas, and ways to enhance organizations’ abilities to comply with expanding regulations.

The risk profile of most organizations has changed over the past decade. Today, most organizations must deal with fast-paced changes in technology, increased customer expectations, and new and stricter regulations—and do all this in an increasingly global business environment.

Using third parties, which make up a growing network of service providers, often enables organizations to adapt to these changes. Third parties are pervasive in most business models today. Rapid expansion of the supply web, globalization, and regulations further complicate the topic of third-party risk. In addition, relationships and reputation now make up significant portions of the valuation of an organization and its brand.

As third-party risk issues become increasingly problematic for organizations, internal audit departments are also more focused on third-party risks. This report helps to shed light on where the profession is focusing its third-party risk efforts and where internal audit is creating value for its business. This research also yields important perspectives on how internal auditors can play a role in identifying and assessing risk management activities related to third parties.

2. THE BUSINESS CASE FOR INVESTING IN THIRD-PARTY RISK MANAGEMENT

Twenty years ago, the concept of vendor risk management was relatively limited to very large organizations and was focused primarily on the supply chain. Today, organizations of all sizes can take the brunt of the impact from adverse actions of their third-party relationships, resulting in significant impact on their shareholder value. These exposures include:

- **Disruptions.** Supply disruptions have consistently increased since the first supply chain study was performed by the Business Continuity Institute in 2009. These are some findings of a more recent study:
  - Seventy-three percent of respondents experienced at least one disruption in their supply chain in the previous 12 months.
  - Thirty-nine percent of disruptions originated below the immediate tier-one supplier.
  - More than 52% reported the main cause of disruption was IT or telecommunication outages, and 48% reported the main cause as weather.
• Failure of outsourcing suppliers was noted as one of the top three causes of disruption.

• Twenty-one percent of respondents suffered more than €1 million in costs for a single incident.¹

**Regulations.** Regulatory impact is an often-cited concern for CEOs today. One of the regulations behind this concern is the Foreign Corrupt Practices Act of 1977 (FCPA). Other anti-corruption regulations around the world augment the concern. The resulting investigations are becoming significant events for many organizations.

• Investigations resulting in enforcement action for bribery result in significant costs, averaging 5.1% of the market capitalization of the business being investigated. These costs are even higher when fraud is involved.²

**Data Breaches.** Third parties are often key contributors to data breaches. Data also shows that breach remediation costs increase when the breach was caused by third parties or required quick notification of data breach victims, regulators, and others. Below are highlights from a recent study related to breaches that occurred in 2012:

• In the United States, 41% of breaches were caused by a malicious or criminal attack, 33% by a human error, and 26% by a system error.

• The average number of breached records per incident in the United States was 28,765.

• The average total cost per incident to the organization in the United States was $5.4 million, excluding fines.

• The average breach cost per record was approximately $188. This number varied, depending on the industry.³

**Reputation Damage.** Today’s brand is increasingly tied to the collective acts of an organization and its suppliers or service providers. Customers are demanding more of the organizations from which they make purchases. The flow of information results in an almost instant reaction, and the resulting effects of adverse events can be significant.

• There is an 80% chance of an organization sustaining a loss of at least 20% of its shareholder value (over and above the market) in any month over a five-year period.⁴

• Reputation equity can sometimes even exceed the book value of an organization and has become an important driver of shareholder value.⁵
3. RESEARCH METHODOLOGY

The major component of this study was a cross-industry survey of 164 CAEs at organizations headquartered in the United States and Canada. The data was gathered in the first quarter of 2013.

Survey participants included members of The IIA’s Audit Executive Center, IIA members in general, and contacts made through Crowe business relationships. The industries in which they were employed represented a broad cross-section of the economy, along with a small sample of governmental agencies and not-for-profit organizations.

A sizable portion of the respondents (30%) worked in the financial services sector, and another 9% were in the insurance industry. In instances in which this weighting might have affected the responses to certain survey questions, the responses from financial and non-financial industry respondents are broken out. These instances are noted, as appropriate, in this report.

Other industry sectors with sizable representation among the respondents included manufacturing (10% of respondents), health services (7%), and technology (6%).

The survey population represented organizations of all sizes, with annual revenues ranging from less than $10 million to $10 billion or more. (For financial institutions, respondents were asked to report either the annual revenue or the asset range of their organization, whichever was larger.) By far, the largest group of organizations was in the $1 billion to $10 billion range.

In addition to being asked to provide their size in terms of financial metrics, respondents were asked to describe their organizations in terms of the size of their workforce. Again, medium-size organizations were the most widely represented. The largest group of organizations reported that their workforces ranged in size from 1,001 to 5,000 full-time-equivalent (FTE) employees.

The survey population was composed almost exclusively of high-level executives. More than eight out of 10 (82%) of the individual respondents identified themselves as their organization’s “chief audit executive,” which was defined as “the most senior auditing officer for the organization with ultimate responsibility for the entire internal auditing function.” Another 12% identified with the title “director of audit,” which was described as someone who is “authorized to direct a broad, comprehensive program of internal auditing…reporting to the chief audit executive or equivalent.” Fewer than 7% described themselves as “audit manager” or another title.

To supplement the survey findings, additional research sources were consulted and are cited in this report where applicable. Please note that the survey data is deemed to be generally representative of the profession, but formal sampling procedures were not used.

4. TRENDS IN THE USE OF THIRD PARTIES

The 2013 survey of internal audit executives by The IIARF and Crowe leaves no doubt about the importance of third-party relationships to today’s businesses. More than 65% of the survey respondents described their organizations’ reliance on third parties as either “significant” or “extensive.” Only one-third described their use of third parties as “moderate,” and barely 1% said that their business model uses “very few” third parties (see exhibit 4.1).
Exhibit 4.1. Use of Third Parties

How would you describe use of third parties in your organization?

- Extensive: 42%
- Significant: 34%
- Moderate: 23%
- Very few: 1%

(Question 1)

When asked which types of third parties they used, more than 90% of the survey respondents reported using third-party technology vendors. Three-quarters (76%) said they use third-party providers for high-level business services such as auditing, banking, legal services, and advertising. A sizable number of respondents also reported significant roles for strategic partners such as joint-venture partners or marketing, sales, and distribution-channel partners (see exhibit 4.2).

Exhibit 4.2. Types of Third Parties Used

Which types of third parties are significant in your business model?

- Technology vendors: 91%
- Business services: 76%
- Equipment/other: 42%
- Strategic partners: 40%
- Marketing, sales, distribution: 40%
- Raw materials: 32%
- Transportation/logistics: 31%
- Other: 11%

(Question 2)
These survey findings are consistent with other recent research about the role of third parties in today’s businesses. For example, in a 2012 executive survey conducted for Crowe by CFO Research Services, only 5% of respondents said they “rarely or never” worked or interacted with third parties. A large majority (61%) said they interacted with third parties regularly.6

What’s more, 40% of the respondents to the CFO Research Services survey said they expected to increase the use of domestically based third parties in the future, while 37% expected to increase the use of internationally based third parties.

5. THIRD-PARTY RISK MANAGEMENT CONCERNS

In view of the growing role of third parties in many organizations’ business models, it is not surprising that the survey respondents expressed significant concern about risk management issues associated with their third-party relationships. More than three-quarters (78%) of respondents said they had either “some concern” or “high concern” about difficulties with monitoring third parties’ risk management practices.

Respondents expressed particularly high levels of concern about their ability to evaluate third parties’ technology controls for protecting the respondents’ organizational data. Almost 77% of respondents said they had either “some” or “high” concern about this issue, including 32% who rated their concern as “high.” This was the largest proportion of “high” concern among all the issues raised in this question.

Difficulty with determining how well third parties protect their intellectual property and difficulty with confirming third parties’ compliance with laws and regulations were also of “some” or “high” concern to nearly 70% of the executives. On the other hand, more than two-thirds (68%) of the respondents expressed either minimal or no concern about their organizations’ ability to evaluate the quality of third-party suppliers’ products (see exhibit 5.1).
### Exhibit 5.1. Third-Party Issues of Greatest Concern

To what degree are the following issues a concern?

<table>
<thead>
<tr>
<th>Issue</th>
<th>0%</th>
<th>10%</th>
<th>20%</th>
<th>30%</th>
<th>40%</th>
<th>50%</th>
<th>60%</th>
<th>70%</th>
<th>80%</th>
<th>90%</th>
<th>100%</th>
</tr>
</thead>
<tbody>
<tr>
<td>Monitoring third-party risk management practices</td>
<td>25%</td>
<td>19.3%</td>
<td>57.8%</td>
<td>20.5%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Evaluating technology controls to protect data</td>
<td>43%</td>
<td>18.9%</td>
<td>45.1%</td>
<td>31.7%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Identifying or aggregating risks</td>
<td>25%</td>
<td>23.9%</td>
<td>57.7%</td>
<td>16.0%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Gaining assurance on compliance with laws and regulations</td>
<td>19%</td>
<td>28.4%</td>
<td>48.8%</td>
<td>21.0%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Determining protection of our intellectual property</td>
<td>9.8%</td>
<td>30.7%</td>
<td>35.6%</td>
<td>23.9%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Obtaining internal audit coverage of key risk areas</td>
<td>3.1%</td>
<td>31.3%</td>
<td>52.8%</td>
<td>12.9%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Collecting financial, performance, or other information</td>
<td>5.5%</td>
<td>35.6%</td>
<td>49.1%</td>
<td>9.8%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Monitoring financial viability</td>
<td>7.3%</td>
<td>49.4%</td>
<td>39.0%</td>
<td>4.3%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Evaluating quality of products</td>
<td>13.5%</td>
<td>54.6%</td>
<td>30.1%</td>
<td>6.8%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

(Question 4)

The relatively high number of participants from the financial services industry apparently had little effect on the survey results related to this survey question (see exhibit 5.1). Generally speaking, the financial services executives’ responses did not vary by more than a few points from those of the overall survey population.

Other contemporary research provides additional insights into the nature of third-party risk. For example, in the CFO Research Services study cited earlier, 97% of survey respondents indicated at least one aspect of their third-party risk management process needed improvement. The largest group (38%) said that improving visibility into the full range of third-party risk exposures was one of their top three priorities.7
6. THE ROLE OF INTERNAL AUDIT IN THIRD-PARTY RISK MANAGEMENT

Despite the major role that third parties of all kinds now play in their businesses—and despite their concerns about third-party risk management issues—only a small portion of the surveyed executives said their organizations devote a significant portion of their internal audit resources to auditing third-party relationships.

PUTTING RESOURCES WHERE THE RISK IS

An overwhelming majority—almost 82%—devote less than 20% of their internal audit resources to assessing third-party risks, including 11% who devote no resources at all to this area. Three percent devote more than 40% of their internal audit resources to third-party risk (see exhibit 6.1).

Exhibit 6.1. Internal Audit Resources Spent on Third-Party Risks

What percentage of your organization’s internal audit resources (internal and external service providers) is spent on auditing third-party risks?

- None: 11%
- Up to 20%: 71%
- 20%–40%: 1%
- 40%–60%: 1%
- More than 60%: 1%

(Question 3)

The allocation of internal audit effort to third-party risk issues for organizations reporting significant reliance on third parties was almost the same as the allocation of those who indicated that their organization’s use of third parties was moderate or it used very few. Twenty-four percent of organizations...
reporting that they rely heavily on third parties spent between 20% and 40% of their internal audit effort on third-party risks (see exhibits 6.2 and 6.3).

<table>
<thead>
<tr>
<th>Internal Audit Resources Spent on Third-Party Risk</th>
<th>Use of Third Parties</th>
<th>Subtotals</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Extensive (heavy reliance)</td>
<td>Significant (reliant for portions of business)</td>
</tr>
<tr>
<td></td>
<td>n = 37</td>
<td>n = 69</td>
</tr>
<tr>
<td>None</td>
<td>5%</td>
<td>12%</td>
</tr>
<tr>
<td>Up to 20%</td>
<td>65%</td>
<td>71%</td>
</tr>
<tr>
<td>20%–40%</td>
<td>24%</td>
<td>15%</td>
</tr>
<tr>
<td>40%–60%</td>
<td>3%</td>
<td>1%</td>
</tr>
<tr>
<td>More than 60%</td>
<td>3%</td>
<td>1%</td>
</tr>
<tr>
<td>Subtotals</td>
<td>100%</td>
<td>100%</td>
</tr>
</tbody>
</table>

(Questions 4 and 15)
INTERNAL AUDIT’S INVOLVEMENT IN THE DECISION MAKING FOR THIRD-PARTY RELATIONSHIPS

The majority of internal audit executives indicated that their departments have little involvement in the decision to establish or renew third-party relationships. About 41% described their involvement as “minimal,” and 38% said they had no role at all (see exhibit 6.4). While internal audit should not be making decisions about whether or not to create third-party relationships, internal audit could offer significant value by educating and advising decision-makers on the potential risks.

Exhibit 6.4. Internal Audit Involvement in Decisions to Create Third-Party Relationships

What is the level of involvement of internal audit in the decision-making process for the creation of a third-party relationship at your organization?

- Significant: 21%
- Minimal: 38%
- Some: 41%
- None: 21%

(Question 6)

PREVALENCE OF THIRD-PARTY CONTROLS AND RISK MANAGEMENT ACTIVITIES

The limited involvement of internal audit in assessing risks associated with new third-party relationships is reflected in other survey responses. For example, when asked if their organizations considered a third party’s ability to comply with standards, laws, and regulations before contracting with them, more than a quarter (28%) answered either “no” or “not sure.” In addition, more than a third answered “no” or “not sure” when asked if their organizations considered third parties’ disaster recovery capabilities (see exhibit 6.5).
Exhibit 6.5. Factors Considered When Selecting or Renewing Third-Party Relationships

When selection or renewing a third-party relationship, what factors does your organization consider and by what means?

<table>
<thead>
<tr>
<th>Factor</th>
<th>Yes, through internal audit</th>
<th>Yes, but not through internal audit</th>
<th>No</th>
<th>Not sure/NA</th>
</tr>
</thead>
<tbody>
<tr>
<td>Product or service quality</td>
<td>93%</td>
<td>1%</td>
<td>5%</td>
<td></td>
</tr>
<tr>
<td>Price</td>
<td>92%</td>
<td>2%</td>
<td>4%</td>
<td></td>
</tr>
<tr>
<td>Reliability</td>
<td>90%</td>
<td>1%</td>
<td>6%</td>
<td></td>
</tr>
<tr>
<td>Past performance/previous incidents</td>
<td>87%</td>
<td>3%</td>
<td>7%</td>
<td></td>
</tr>
<tr>
<td>Ease of doing business</td>
<td>85%</td>
<td>4%</td>
<td>9%</td>
<td></td>
</tr>
<tr>
<td>Customer service/responsiveness</td>
<td>84%</td>
<td>6%</td>
<td>9%</td>
<td></td>
</tr>
<tr>
<td>Available alternatives (competitors)</td>
<td>82%</td>
<td>4%</td>
<td>14%</td>
<td></td>
</tr>
<tr>
<td>Financial viability</td>
<td>78%</td>
<td>7%</td>
<td>13%</td>
<td></td>
</tr>
<tr>
<td>Compliance with standards, laws/regulations</td>
<td>69%</td>
<td>9%</td>
<td>19%</td>
<td></td>
</tr>
<tr>
<td>Information system security</td>
<td>67%</td>
<td>11%</td>
<td>15%</td>
<td></td>
</tr>
<tr>
<td>Disaster recovery</td>
<td>62%</td>
<td>15%</td>
<td>18%</td>
<td></td>
</tr>
<tr>
<td>Reliance on sub-suppliers</td>
<td>55%</td>
<td>13%</td>
<td>31%</td>
<td></td>
</tr>
<tr>
<td>Background checks for personnel</td>
<td>48%</td>
<td>26%</td>
<td>25%</td>
<td></td>
</tr>
</tbody>
</table>

- Yes, through internal audit
- Yes, but not through internal audit
- No
- Not sure/NA

Moreover, even after a contract with a third party is signed, the survey indicates that internal audit plays only a secondary role in most aspects of risk management. The survey participants were asked about their organizations’ practices as they relate to a range of basic risk management functions. According to the survey responses, internal audit generally plays a leading role in only one of these functions—evaluating reports required by Statement of Standards for Attestation Engagement No. 16 (SSAE 16)/SOC reports. Thirty-seven percent of the respondents cited internal audit as the primary actor in this activity (see exhibit 6.6).

Thirty-two percent said internal audit was responsible for periodically auditing or obtaining assurance related to compliance with agreements, but an even larger number (36%) said primary responsibility for this task resided elsewhere in their organizations. Surprisingly, 25% of the respondents said their organizations do not audit compliance with agreements at all.

The only other areas in which a significant number of respondents attributed responsibility to internal audit were (1) confirming compliance with organizational policies, laws, and regulations; and (2) verifying the existence of a service-level agreement with performance monitoring standards. In both
of these instances, however, a far larger proportion of respondents assigned responsibility for these activities to departments other than internal audit.

The important role that internal audit should play in managing third-party risk has also been the subject of significant commentary in professional circles. For example, a recent article in *Compliance Week* notes that organizations “often fail to proactively account for issues that can occur throughout the relationship cycle. Because there are many different types of third parties, each managed by a distinct department…internal audit with its understanding of company operations is in an excellent position to consolidate the process.”

The article goes on to note that “internal audit’s expertise can assist in examining and developing relationship criteria in order to judge the level of compliance measures and oversight that is required.” The author concludes, “Managing third-party risk is becoming a critical success factor for all enterprises. Internal audit should be looked to as a resource to help build a vendor risk management program.”

Exhibit 6.6. Normal Practice Related to Third Parties

<table>
<thead>
<tr>
<th>Normal Practice</th>
<th>0%</th>
<th>10%</th>
<th>20%</th>
<th>30%</th>
<th>40%</th>
<th>50%</th>
<th>60%</th>
<th>70%</th>
<th>80%</th>
<th>90%</th>
<th>100%</th>
</tr>
</thead>
<tbody>
<tr>
<td>Evaluate Service Organization Control (SSAE 16) reports</td>
<td>37%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>12%</td>
<td>16%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Periodically audit compliance with agreements</td>
<td>32%</td>
<td>36%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>25%</td>
<td>7%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Confirm compliance with company policies, laws, and regulations</td>
<td>12%</td>
<td>54%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>18%</td>
<td>15%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Document service-level agreement with performance monitoring standards</td>
<td>10%</td>
<td>61%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>14%</td>
<td>15%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Monitor risk-related contract provisions</td>
<td>7%</td>
<td>68%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>11%</td>
<td>14%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Reassess risks at time of contract renewal</td>
<td>4%</td>
<td>64%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>16%</td>
<td>15%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Monitor risk factors during agreement</td>
<td>4%</td>
<td>6%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>21%</td>
<td>13%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Gather risk information before entering agreement</td>
<td>2%</td>
<td>71%</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>14%</td>
<td>14%</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

(Question 8)

7. WHO OWNS THIRD-PARTY RISK?

It could be argued that the vulnerabilities discussed in the preceding pages stem in large measure from a more fundamental issue that appears to be common among many of the survey respondents: a lack of clarity and consistency about who is ultimately responsible for managing third-party risk. Or, to put it more simply, “Who owns the risk?”

When asked who has the primary day-to-day responsibility for evaluating and overseeing third-party risk in their organizations, the answers varied widely. While the individual “business unit or functional leadership” was the most frequent response, it was far from a consensus choice, cited by only 32% of respondents. Other frequent responses were “corporate leadership” and “the procurement function.”
Significantly, only 6% affixed the ownership of third-party risk to a centralized enterprise-wide risk function (see exhibit 7.1).

### Exhibit 7.1. Responsibility for Third-Party Risks

<table>
<thead>
<tr>
<th>Organizational Area</th>
<th>All Respondents n = 164</th>
<th>Financial Sector n = 47</th>
</tr>
</thead>
<tbody>
<tr>
<td>Business unit/functional leadership</td>
<td>32%</td>
<td>40%</td>
</tr>
<tr>
<td>Individual business unit or operational managers</td>
<td>20%</td>
<td>9%</td>
</tr>
<tr>
<td>Decentralized risk management in the business unit</td>
<td>14%</td>
<td>17%</td>
</tr>
<tr>
<td>Not clearly defined</td>
<td>12%</td>
<td>4%</td>
</tr>
<tr>
<td>Procurement</td>
<td>7%</td>
<td>0%</td>
</tr>
<tr>
<td>Centralized, enterprise-wide risk management</td>
<td>6%</td>
<td>17%</td>
</tr>
<tr>
<td>Other</td>
<td>5%</td>
<td>9%</td>
</tr>
<tr>
<td>Corporate leadership</td>
<td>4%</td>
<td>4%</td>
</tr>
<tr>
<td>Don’t know</td>
<td>1%</td>
<td>0%</td>
</tr>
<tr>
<td>Internal audit</td>
<td>0%</td>
<td>0%</td>
</tr>
<tr>
<td>Total</td>
<td>100%</td>
<td>100%</td>
</tr>
</tbody>
</table>

( Question 10)

In this area, the responses from participants in the more heavily regulated financial services industry varied somewhat from the overall population. For example, more than 40% of financial services executives said primary day-to-day responsibility for third-party risk belongs to the business unit or functional leadership, compared to about 32% of the overall population who responded this way (see exhibit 7.1).

On the other hand, only 9% of financial industry respondents assigned responsibility to individual managers at the business unit or operational level, compared to 20% of the overall population. It seems reasonable to assume that such variations generally reflect the more highly regulated nature of the financial services industry, which in turn has led many institutions to develop relatively more mature third-party risk management programs.

“Who owns the risk?” is a question that also arises in other research studies, with results that are somewhat comparable. For example, in the 2012 CFO Research Services study cited earlier, survey respondents were close to equally divided on the question of who has primary, day-to-day responsibility for evaluating and managing third-party risk. Forty-six percent chose responses that indicated a centralized responsibility, while 45% of the responses indicated a decentralized responsibility.”
8. LOOKING AHEAD

So that the broadest possible range of insights could be gathered, survey respondents were given the opportunity to offer additional, unprompted comments. These comments are extremely useful in providing indications of the direction the profession might go in the next few years.

For example, one survey respondent noted, “Our CIO has primary responsibility. However, we are migrating that to business unit managers to ensure they take responsibility for their vendors.” Another noted, “This is a new area in our company that is now finally getting visibility.”

The role of internal audit in monitoring risk in general—and contract compliance in particular—was described by one survey participant, who wrote, “Our internal audit group facilitates (an) ongoing risk-based review process to help ensure the program is functioning and to assist business unit management with assistance. We also work with our IT security manager who is involved with assessing IT risk associated with vendors as well.”

Another went into greater detail: “Concessionaires are required at their own expense to provide a certification of gross receipts (as defined in their agreement) by an independent CPA firm. However, internal audit more often than not finds additional recoveries. Interest is charged on such amounts due to us.”

Yet another respondent described a more technology-driven approach to the issue: “We have a software application that helps us track vendor relationships. It offers a risk assessment for due diligence when entering into a vendor relationship and for periodic assessments of the vendor relationship. The software tracks contract renewals and also tracks the frequency of the periodic assessments. Internal audit reviews the vendor relationship during audits of each business unit.” The situation was summed up concisely by another participant who wrote, “There is no consistent approach across the board for all third parties.”

INTERNAL AUDIT’S ROLE

Roles and expectations vary with each audit committee and management team. That said, the data suggests that in many organizations there is a bigger, more important role that internal audit departments can play. The business case for this role has to be built on the skills of the team (risk management, risk aggregation, controls, inspection audit and assurance, and process improvement).

Following are nine areas where internal audit might be able to provide significant value:

1. Assist management with identifying the third-party risk universe and risk ranking.
2. Identify, quantify, and assess the risks to the organization that arise out of third-party relationships.
3. Identify or evaluate management’s understanding of how third parties comply with regulations or policies that should be in place.
4. Evaluate the third-party risk management activities in place at the organization and the relative maturity of the third-party risk management program related to the risk exposures in the organization.
5. Compare third-party risk management approaches to those used in the organization’s enterprise risk management (ERM) program.

6. Determine the adequacy and effectiveness of assurance activities.

7. Perform testing for compliance with agreements and regulations or policies.

8. Confirm service-level agreements are being met.

9. Identify process improvements for third-party interactions.

Each of these areas provides an opportunity for the internal audit function to provide an objective point of view on how well third-party risks are being managed. And each may have a different level of interest or importance, depending on the nature of the organization’s unique risks and external relationships.

CONCLUSION: EVALUATING THIRD-PARTY RISK MATURITY

The data suggests that there are opportunities for improvement in managing third-party risks. As organizations look to improve their capabilities, often the first place to start is understanding where the organization is today so that strategies can be developed to move to a more mature process (if required). Appendix A provides a third-party risk maturity model tool to help organizations with this evaluation. Regardless of the levels of maturity, third-party risk management activities should be clearly tied to the overall risk management program of the organization.
APPENDIX A: A THIRD-PARTY RISK MANAGEMENT CAPABILITY MATURITY MODEL

One useful method for assessing an organization’s risk management capabilities is through the use of a conventionally structured capability maturity model.\(^\text{10}\) The tool allows an organization to perform an objective assessment of risk management methods and processes and can help the organization define its goals for the future.

The attributes that are assessed range from overall program breadth and strategy for third-party risk to more specific features such as governance, assessment methods, and communication.

Using a variation of the Third-Party Risk Management Capability Maturity Model as shown on the following page can be helpful at the third-party risk management program level, by third-party category, business unit, and the like because not all third parties or business processes require the same level of maturity.
### Exhibit A.1. Third-Party Risk Management Capability Maturity Model

<table>
<thead>
<tr>
<th>Third-Party Risk Program Component</th>
<th>Initial</th>
<th>Repeatable</th>
<th>Defined</th>
<th>Managed</th>
<th>Optimizing</th>
</tr>
</thead>
</table>
| **Governance and Organization**   | • Minimal coordination  
• Little to no governance or oversight  
• Lacking standards and methods  | • Limited senior management commitment to standard practices related to third parties  
• Organizational awareness that controls are needed around third-party risk  | • Policies are established  
• There is a formal organization for managing the risks of third parties (committee, central group, executive leader, etc.)  
• Defined escalation processes  
• Meaningful board involvement for high-risk areas  | • Risk management activities are embedded in operational processes  
• Third-party risk is quantitatively managed across business functions  
• Monitoring is performed at the business unit and enterprise level  | • Third parties are continually evaluated through the organization  
• Resources allocated as needed to address third-party objectives or emerging risks  
• High level of cross-functional coordination in monitoring risks  |
| **Risk Identification and Assessment** | • Activities are not linked to the organization’s ERM framework  
• Differing tolerances and risk assessment levels  
• Limited perspective of risk levels across the organization  | • Specific activities are in place to assess risk, although they may differ across the organization  | • Periodic reporting and oversight of risk management activities  
• Formal methods for aggregating and monitoring risk profiles of third parties are in place  
• There is a common approach at the enterprise level with consistent risk ratings  
• Processes for managing third-party risks are incorporated in standard business processes  | • Internal benchmarking/metrics are available to evaluate and monitor key third parties and related risk areas  | • Advanced indicators of red flags  
• Benchmarking with peers as needed  
• Calculated risk taking or reduction activities  
• Risk factors embedded into decision making on overall third-party relationship  |
| **Assurance Activities** | • Little or no assurance on third-party risk matters  
• Differing assurance approaches across the organization  | • Prescribed assurance activities are in place for key third parties, although the approach may not be consistent  | • Formal enterprise approach to identifying and assessing third parties, based on risk  | • Trends are monitored and improvements addressed across the third-party portfolio  
• Periodic assurance activities tied to risk levels and tolerances  | • Real-time monitoring or automation of compliance activities  
• Assurance and ultimately reliance on the third party’s own risk management activities  |
Exhibit B.1. Annual Revenue of Survey Respondents’ Organizations (Non-Financial Services), USD

- <$10m: 3%
- $50m-$100m: 3%
- $100m-$500m: 19%
- $500m-$1b: 12%
- $1b-$10b: 45%
- >$10b: 18%

Exhibit B.2. Total Assets of Survey Respondents’ Organizations (Financial Services), USD

- <$10m: 6%
- $10m-$50m: 6%
- $50m-$100m: 6%
- $100m-$500m: 15%
- $500m-$1b: 11%
- $1b-$10b: 38%
- >$10b: 9%
Exhibit B.3. Number of Employees (FTEs) of Survey Respondents' Organizations

Exhibit B.4. Number of FTEs in the Respondents' Internal Audit Functions
NOTES


5. Ibid.


7. Ibid, p. 11.


10. The Capability Maturity Model was developed by Carnegie Mellon University to define the level of maturity in a process.